
 

 

Closed-circuit television (CCTV) privacy notice 

Privacy notice for closed-circuit television (CCTV). 

This privacy notice explains how Folkestone & Hythe District Council uses your data 
when captured on CCTV. 

Folkestone & Hythe District Council has CCTV in operation at various sites, including 
council offices and other premises. CCTV will capture images in real time wherever 
the cameras are pointed. These cameras may capture footage of you whilst you are 
on the premises. Cameras have been situated both inside and outside the buildings. 
There are signs in place to inform you where cameras are in use. 

Information we collect 

The data that we process is footage showing employees, visitors and members of 
the public which is captured by our CCTV cameras and stored on our systems. 

Some more sensitive information, known as special category data, may also be 
processed passively if the footage collected reveals an individual’s ethnic or racial 
origin, or data concerning their health (for instance, if they have a visible disability). 

Where there is a security incident, some criminal offence data may also be 
processed. 

 

Processing personal data 

The information collected will be only be processed for one or more of the following 
purposes: 

 protecting the health and safety of employees and visitors to sites 

 preventing and detecting crime or criminal activity, and protecting our 
buildings and assets from damage, disruption, vandalism or other criminal 
activity 

 creating a safer environment and providing reassurance to employees and the 
general public 

 countering terrorism 

 assisting with investigations, where appropriate 

 assisting in the effective resolution of any disputes or legal or insurance-
related claim involving ourselves 

It will not be processed for any other purpose. The legal basis for processing is: 

 GDPR article 6(1)(e): processing is necessary for the performance of a task 
carried out in the public interest or in the exercise of official authority vested in 
the controller. 

Where special category data is processed, the legal basis is: 

 article 9(2)(g): processing is necessary for reasons of substantial public 
interest. 



The relevant basis in UK law is set out in section 10(3) of the DPA 2018. This means 
that we are required to meet one of the 23 specific substantial public interest 
conditions set out in Schedule 1. The substantial public interest condition is one or 
more of the following: 

 Sch 1 para 7: Administration of justice 

 Sch 1 para 10: Preventing or detecting unlawful acts 

 Sch 1 para 11: Protecting the public 

 Sch 1 para 20: Insurance 

Where personal data relating to criminal allegations or offences is processed, this 
will be carried out only where authorised under UK law in compliance with GDPR 
Article 10 and will meet one or more of the following conditions set out Schedule 1, 
Part 3 of the Data Protection Act 2018: 

 Sch 1 para 33: Legal Claims 

 Sch 1 para 36: Substantial Public Interest 

 Sch 1 para 37: Insurance Claims 

 

Access to data 

There is no planned regular or scheduled sharing of CCTV footage with any external 
organisation. However, in the event of a security incident or suspected security 
incident, footage may be shared with third party organisations such as the police or 
insurance companies. 

Footage may be shared with an individual in response to a subject access request. 
Where a subject access request is made, efforts will be made to seek the consent to 
disclosure of images of any other individuals captured in the footage, and where this 
is not possible, consideration will be given as to whether or not it is reasonable to 
share the information without their consent. 

The information provided will not be used for marketing purposes, unless you have 
agreed to this, or to take any automated decisions. 

 

Data security 

Images captured on camera are transmitted to and recorded on hardware hosted 
within our infrastructure and as a result will be subject to appropriate security 
protocols. They can then be viewed remotely from the control room, which is located 
in Civic Centre. 

We're committed to protecting personal data and have policies and procedures on 
information security in place to ensure that it is safeguarded. 

 

Data retention 

CCTV images are held securely within the recoding system, and are automatically 
deleted after 30 days, unless footage has been retrieved and saved for a specific 
purpose. 
 



If saved beyond the 30 days, data will only be saved for as long as it is needed (for 
example, for the duration of a legal action).  Once the data is no longer required for 
the specific purpose, it will be deleted. 

 

Your rights 

If you have any concerns or questions about how your personal information is 
handled please contact the Data Protection Officer 

For independent advice about data protection, privacy and data sharing issues, you 
can contact the Information Commissioner's Office (ICO) at:  

Information Commissioner's Office 

Wycliffe House  
Water Lane  
Wilmslow 
Cheshire 
SK9 5AF 

Tel: 0303 123 1113 (local rate) or 01625 545 745 if you prefer to use a national rate 
number.  

Alternatively, visit ico.org.uk or email casework@ico.org.uk.  
 

https://www.folkestone-hythe.gov.uk/contacts/data-protection-officer
https://ra.shepway.gov.uk/owa/,DanaInfo=.ambkoDxjjvn3Ks19O-1,SSL+redir.aspx?C=FbCKbBxDCAi8_MWpVO592rRq9qUMq9Evw-oKJL4eTfEOfec_-77VCA..&URL=https%3a%2f%2fico.org.uk%2f
mailto:casework@ico.org.uk
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